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DATA TRANSMISSION METHOD BASED ON MULTIPLEXING AND TAKING
INTO ACCOUNT CHANGE OF NODES RATIO IN MANET NETWORKS

Background. The task of building a network with a continuous mode of data transmission for mobile nodes is to build a
wireless network and maintain a state of loss of the minimum number of packets during the exchange of information.
One of the main problems of MANET (Mobile Ad hoc Networks) network management is their dynamics and the fact
that mobile devices are limited in their computing capabilities. There is a problem of traffic routing within MANET
networks and the internal hierarchy of transmitters involved in the system. These networks also have problems with
bandwidth optimization and power management. Lack of fixed topology introduces new scientific problems, such as
network configuration, device search and topology support, as well as special addressing and self-destruction of the
network. This task is relevant for data transmission between mobile devices in terms of reconnaissance operations.
Objective. The goal of the article is the research of reducing packet delays in nodes during dynamic routing, reducing
service traffic and software optimization of data transmission in MANET relative to existing methods.

Methods. To achieve this goal, we use computer simulation, statistical and empirical methods. Based on the optimization
of dynamic routing using the Ad hoc On-Demand Distance Vector algorithm, four main indicators are identified: speed
of path establishment, message delay in one node, occurrence of loops, the amount of service traffic. To test the proposed
method, a graph of twelve vertices simulating a wireless peer-to-peer MANET network is simulated. Testing is performed
in more than a hundred iterations. At each iteration, the vertices of the network graph are randomly selected and the
data transfer between each vertex of the graph is modeled.

Results. The use of the created software provides the analysis of the indicators of the quality of continuous data trans-
mission and network routing by the proposed method. The proposed method shows reducing the amount of office traffic
by 15 % and the best results by 5—10 % reduction of delay time within the node and when processing messages.
Conclusions. A method is proposed to reduce the delay time within a node that changes its position when processing a
message, to reduce the amount of service traffic when transmitting data between nodes in the MANET network. Com-
puter simulation is used to study the proposed method.

Keywords: wireless networks; dynamic routing; peer-to-peer; ad-hoc networks; MANET; Ad hoc On-Demand Distance
Vector algorithm.

Introduction

Today we can see an increase in the amount of
information generated by humans and the number
of mobile devices being developed, including quad-
copters, mobile computers with a wireless network
interface and, consequently, the information that
needs to be transmitted between these devices, gen-
erated in real time, and needs processing. MANET
(Mobile Ad-hoc network) does not contain any in-
frastructure and every device is connected wirelessly.
Ad hoc networking would allow the military to
maintain an information network between the sol-
diers, vehicles and military information headquar-
ters. At the time of disaster, there is need of wireless
network. The places where wired network may be
affected by the disasters, MANET can be imple-
mented [1, 2]. In some cases, mobile computers
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equipped with wireless interfaces are used to build
this type of network, namely, combining several
mobile devices with wireless network adapters into
one data network. This type of mobile devices may
belong to different persons, i.e. there is no single
centralized administrative management. In addition,
the nodes of such networks must interact correctly
with each other at the organization level as a whole.
Such characteristics are possessed by networks for
fast deployment, namely self-organized networks.
Also, such networks quickly adapt to the conditions
of the variable characteristic of network bandwidth.

Problem statement

One of the fundamental problems of MANET
network management is their dynamics and the fact
that mobile devices are limited in number and in
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their computing power [3]. The goal of the article is
the research of reducing packet delays in nodes dur-
ing dynamic routing, reducing service traffic and
software optimization of data transmission in
MANET relative to existing methods.

Analysis of existing methods

All devices in MANET are self-configured.
Every node in this network are mobile and can
change to other devices frequently (Fig. 1). Ad-hoc
networks are different from other networks because
they have flat infrastructure, work on shared me-
dium (for example, radio), have dynamic topology.
In this network every computer device acts like a
router as well as end hosts.

Fig. 1. Mobile Ad-hoc networks [1]

Hardware constraints are a rather influential
lever that various tools try to circumvent, but in gen-
eral the solution requires newer and more optimized
algorithms and protocols designed to work with the
network. There is also the problem of routing traffic
within networks and the internal hierarchy of trans-
mitters involved in the system. The system itself, in
turn, with the growing number of nodes may have a
problem routing system traffic and balancing the

network load. These networks also have problems
with bandwidth optimization and power manage-
ment [4]. In addition, the lack of a fixed infrastruc-
ture introduces new scientific problems, such as net-
work configuration, device search and topology sup-
port, as well as special network addressing and self-
destruct.

Proactive protocols determine routes inde-
pendent of traffic pattern. Traditional link-state and
distance-vector routing protocols are proactive. Ex-
amples: DSDV (Dynamic sequenced distance-vec-
tor), OLSR (Optimized Link State Routing). Reac-
tive protocols maintain routes only if needed. Ex-
amples: DSR (Dynamic source routing), AODV
(on-demand distance vector). Hybrid protocols. Ex-
ample: Zone Routing Protocol (intra-zone: proac-
tive; inter-zone: on-demand) (Fig. 2).

‘ Routing Protocols in MANETs ‘

Proactive (DSDV, OLSR) / \ Reactive (AODV, DSR)

| Hybrid (zRe,FsR) |

] Position-based routing (LAR) |

Fig. 2. Routing Protocols in MANETSs

Position-based routing methods use infor-
mation on the exact locations of the nodes. This in-
formation is obtained for example via a GPS re-
ceiver. Based on the exact location the best path
between source and destination nodes can be deter-
mined. Example: Location-Aided Routing in mobile
ad hoc networks (LAR) [3].

AODYV is an on-demand, single path, loop-free
distance vector protocol. It combines the on-de-
mand route discovery mechanism with the concept
of destination sequence numbers. AODV takes a
hop-by-hop routing approach. Proactive protocols
may have lower latency since routes are maintained
at all times. Reactive protocols may have higher la-
tency because a route from X to Y may be found
only when X attempts to send to Y. Reactive proto-
cols may have lower overhead since routes are de-
termined only if needed. Proactive protocols can
(but not necessarily) result in higher overhead due
to continuous route updating. Which approach
achieves a better trade-off depends on the traffic and
mobility patterns.

When one node needs to send a message to
another node for which it does not already have a
route it broadcasts a Route Request (RREQ) mes-
sage. By sending RREQ the node is asking the net-
work how to get to the destination (Fig. 3).



44 KPI Science News

2020/4

—> Ropagation of RREQ
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Fig. 3. Route request packet (RREQ) [5]

AODYV protocol is designed for dynamic, rap-
idly changing routing of network agents for mobile
ad-hoc wireless self-organizing networks. Support as
unicast, unidirectional data transmission to a single
destination, or packet routing in a data network that
does not support multicast packet messaging is a
partial case of multicast, that is the recipient of a
message. This exchange is supported at both the
channel and application levels. The implementation
of this algorithm has several characteristics:

e distribution;

e iteration;

e asynchrony.

Each node maintains an internal routing table
with information data for each router or network
agent. In AODYV by using sequence numbers when
updating the route, the possibility of the problem of
“infinity accounts”, inherent in other routing pro-
tocols, is excluded. Each node polls each subsequent
node and asks each subsequent node to see if there
is a node next to them.

The communication protocol is based on RREQ
message packets consisting of the following fields:

e type (8 bits) “17;

e the “J” flag is set if RREQ is broadcast;

e the “R” flag is set when restoring the route;

e the flag “U” is set if the sequence number of
the receiving node is unknown;

e 11 bits reserved;

e destination number of the receiving node
(Destination Sequence Number);

e Originator IP address;

¢ sequence number of the initiator node (Orig-
inator Sequence Number);

o the flag “G” is set if it is necessary to set not
only the route to the receiving node, but also the re-
turn route from the receiving node to the initiating
node;

e Hop Count 8 bits;

¢ RREQ ID (RREQ message identification
number);

e Destination IP Address;

e The “D” flag is set if the RREQ message
needs to be delivered directly to the receiving node.

In the Open Shortest Path First (OSPF) proto-
col, the main idea is based on the capabilities of
dynamic networks, namely channel tracking, the so-
called link-state process, which encapsulates the
common solution of finding the shortest path based
on the Dijkstra algorithm, from one vertices to all
other vertices. The main approach is to disseminate
information between nodes about routes between
nodes of one dynamic ad-hoc network through aux-
iliary intermediate messaging. The disadvantage is
that the initialization stage takes a relatively long
time and is a very expensive operation both in terms
of the amount of memory used and the number of
operations. Sync tables take up a lot of memory, and
depending on the size of the graph can grow enor-
mously. Any changes in the addition or subtraction
of a node require a restructuring of the overall net-
work map and initialization of the entire procedure.
Also, the algorithm does not handle situations of
changing the physical position of the node and is
more focused on fixed wireless networks.

The Routing Information Protocol (RIP) has a
fairly simple algorithmic implementation, which
makes it quite attractive for implementation prob-
lems in small computer networks. Like other ana-
logues, the protocol implements a set of functional-
ities for computer networks with dynamic updating
of route information. The source of data for each
agent of the network are neighboring agents, which
transmit on demand a certain general information
characteristics of the network to the node, and the
feature of the network is the direction of information
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transmission and the distance in the “jumps”. This
kind of characteristic is needed to indicate the dis-
tance between the nodes. This protocol does not
take into account the interference that may exist
during data transfer within a single file or message
transaction, which creates a number of problems for
implementation in a fast network deployment. It is
necessary to enter the designation of the edge with
a certain physical and information characteristics
between the two agents of the network graph, which
is the transmission of packets. The basic logic of
supporting continuous data transmission is to mini-
mize the transactional moments of data transmis-
sion, taking into account the complexity of the path,
which is directly proportional to the distance of the
path. The disadvantage of the algorithm is the max-
imum number of jumps within the network is 15
edges due to the internal matrix implementation.
Each node once every 30 seconds sends packets with
information about the network map to the nodes.
This type of operation is extremely stressful for the
network, as it requires the transfer of large amounts
of traffic. Because network synchronization packets
are sent to all agents that have a connection to a
common graph, the messages must be divided into
node-specific and non-graph-specific, or other
stand-alone systems.

The Enhanced Interior Gateway Routing Proto-
col (EIGRP) is designed to operate within an auton-
omous system. It differs in that it has a wide range
of network configuration options and the ability to
select different components for calculations.

The distributed algorithm has a number of ad-
vantages, such as self-organization and ease of im-
plementation, but there are problems with network
scaling that may have solutions. The object of work
can also be problems with disappearance because
the destruction of one of the nodes of the network
and the calculation to infinity, when the packet goes
on the network until it bypasses each node, with
possible looping within the network. When imple-
menting continuous node synchronization, this al-
gorithm receives an extremely large increase in per-
formance when adding nodes in real time. Accord-
ingly, since AODV meets all these requirements, it
can be predicted that by adding a number of im-
provements to the algorithm itself, we can get sig-
nificant performance improvements.

The proposed method
Basic calculation algorithm. In this research,

AODV is chosen as the basic protocol, which con-
tains a remote-vector routing algorithm, which

makes it easy to extend. An algorithm of this kind is
distributed, because the calculations are not stored
in a specific place, but distributed in clusters of cer-
tain groups of vertices of the graph, message trans-
mission may not be widespread due to the asyn-
chrony of operations in the whole network structure
[6]. Architecturally, it is specified that each node has
a certain entity, which in turn may contain infor-
mation about the tabular values of routing data with
one record for each. The data structure is a vector
of structures that store several components (selected
line and distance) [7].

During the intermediate calculations of the
node there are problems of estimating the distance
or other characteristics, such as:

e distances;

e number of jumps;

e delay time;

o the length of messages waiting to be sent in-
side the column.

The hardware support of this algorithm is im-
plemented by sets of drivers for network equipment
and provides an increase in the bandwidth of chan-
nel traffic and makes it impossible to account for
traffic in networks of this kind due to asynchrony. Also
a known problem is the low speed in cases of looping
inside the node due to the limited implementation of
data structures to save the routing table [8—10].

To improve the protocol architecture for con-
tinuous data transmission support in peer-to-peer
networks, a number of optimizations is proposed,
where each node is assigned a network ID that is
automatically calculated when connected to it. For
each node, the costs and path to the neighboring
node are calculated, and this data is stored in the
routing table. In part, each node can prioritize the
most accessible nodes that are closest and have the
least load and synchronize routing tables, excluding
duplicates.

When caching the result, the packet delay time
before sending to the recipient will be reduced. This
mechanism allows quickly restoring routes in case of
disruption of one of the internal connections. When
using the HTTP protocol, it is necessary to multi-
plex the streams using a binary layer of frames,
which allows transmitting packets in both directions
without delays between streams. This has several ad-
vantages: parallel multiplexed packet data requests
do not block each other; when storing resources on
multiple nodes, the speed increases.

Compression of data headers by HPACK re-
duces service traffic. For “hot” nodes, a request-
pipe is applied at the message queue processing
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level. The node monitors the queue and ignores du-
plicate messages by pre-identifying each binary
value consisting of a timestamp (4 bytes), a node ID
(3 bytes) and a counter (3 bytes). This model allows
creating up to 220 unique messages per second. Af-
ter segmenting a packet and an identifier, we can
compare packets and identifiers for duplication.

Features of algorithm implementation

The target algorithm for continuous data trans-
mission for research and improvement is AODV,
and this modification must be added for the condi-
tion of use in conditions of rapid network deploy-
ment. The modification is as follows.

¢ Fix a problem with missing nodes and mes-
sage loops within the network.

e Modify the message transmission on the
edges of trusted network agents and rebuild the cur-
rent table.

e Replace the default data structures with those
that match the dynamic change of characteristics.

o Reduce message delay time.

e Reduce the number of lost packets to sup-
port the continuous exchange of information.

¢ Reduce the amount of traffic generated by
the network during operation.

The above problems are critical and are solved
by the following algorithmic implementations.

The problem of disappearance of nodes

The problem of node disappearance is one of
the most important for optimization in this work
and the development of software for routing algo-
rithms. Solving this problem can greatly improve the
overall time of each node under certain loads. When
constructing a path, the network decides to send a
group of packets over the tested channel, but be-
cause the nature of dynamic channels is unpredict-
able, sometimes nodes of this kind may disappear
from the field of view of networks, and sent packets
begin to search for their destination “wander” on
the network, which leads to loops and loss due to a
number of jumps entered in the message headers as
inactive, after which initiates a new route and re-
transmission of messages, which reduces speed and
leads to loss of time and overall network perfor-
mance.

The solution to this problem will be the intro-
duction of an intermediate additional routing table
with the states of the neighbors, where the depth
n < 3, the neighbor knows more about the neighbors
of the node initiating the route. It is worth noting

that due to the small depth of awareness in the net-
work topology, updating such tables will be much
faster, and as part of the general remote-vector al-
gorithm, less calls will be generated much more of-
ten and less traffic for partial node synchronization.

In the event of the disappearance of node X in
the intermediate maps, a check will be made for the
presence of the node in the neighbors:

(this.target (source.node) .contains (x=>

x.super(x.contains (x.mappedNodeUnigeld)).
getMonade as expression)

Invoke (this.localGraphMap => x.reduce
(node, target) =>

(x.getAnyClosest (oldWay) .id =
= x.nextNodeld)))

This improvement allows finding the way back
to the sender in dynamic mode due to the asyn-
chrony of the algorithm without loss of speed, giving
a response to the call to send a new packet, to mod-
ify the transmission of messages on the edges of net-
work agents that are trusted and rebuild the current
table.

The following modification must be added dur-
ing transmission to eliminate packet looping in the
middle of the graph.

e When sending the message width, index
each packet according to the combinations of ma-
chine number, node, message number, creation
time for the uniqueness of the message.

¢ When receiving a message with the top to
perform “coloring” of the node relative to the mes-
sage, marking it as already received, saving the hash
of the message body, to eliminate re-looping. Only
hash is stored, takes up little space. Hash compari-
sons are a quick operation in Redis implementation.

This improvement, along with the hashing of
the HPACK algorithm headers, is the most produc-
tive due to the avoidance of loops. Header compres-
sion also reduces the amount of service traffic,
which has a positive effect on the overall trend of
the algorithm (Fig. 4).

Reduce message delay time

As an improvement, we change the delay time
of the message during the processing of the message
packet within the node by optimizing the database.

At the moment, the distance-vector algorithm
is based on the vector of values of the routing table,
which is a two-link list (Fig. 5). The search is per-
formed by scanning the entire collection of such
records in the table, which on a large number of
messages and nodes gives complexity n (vector
length).
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Fig. 5. The current scheme of saving the routing table

Applying a graph-oriented approach in combi-
nation with the implementation of Redis hash tables
and collections and taking it into RAM, we obtain
an increase in log(n) — v/nlog (n) times by optimiz-
ing the tables with the scheme shown in Fig. 6.

By reducing the entities, we reduce the fre-
quency of table updates, respectively, creating op-
portunities to create an index without losing updates
as part of Redis. By providing connected access to
each other, we cannot worry about performance.
The increment to the logarithmic value is provided
by indexing, where the Line table is one key with
unique values.

" Index
i Ihash |
Record H H Line
Id From
Distance H H#{ | Target
ChosenLine

Fig. 6. Routing table saving scheme

Evaluation of the effectiveness of the proposed
method

To evaluate the method of continuous data
transmission, it is necessary to determine the key
parameters that are important for the operation of
the algorithm in both the minimum mode and the
maximum.

After a detailed study of the issue, we enter the
following indicators:

e number of nodes involved in routing;

e cach node has a route to any other node in
the network;

e the possibility of loops;
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¢ the level of knowledge of each node of the
topology of the entire network;

e the number of resources to find a backup
communication channel;

e use of office traffic.

We also enter the following quantitative char-
acteristics:

e number of nodes;

e time to overcome the path;

e delay in the node.

These characteristics fully assess the improve-
ments in the framework of continuous data trans-
mission in decentralized networks with variable to-
pology.

Testing of the proposed method is performed
using a computer model that simulated the system.
In Fig. 7 the graph has 12 vertices and approxi-
mately the same length of edges. The edges are gen-
erated according to the position of the vertices,
which, in turn, are placed randomly.

Fig. 7. The investigated graph of the MANET network

Table 1 shows the test results and the results of
the comparison of methods.

Table 1. Comparison of general -characteristics of
algorithms
Method with | Method without ..
. . . . Characteristic
modification | modification
731 6.15 The num!)er of podes
involved in routing
Each node has a route
+ + to any other node in
the network
0.2 0.4 The possibility of loops
The level of
" + knowledge of each
node of the topology
of the entire network
352b 438b Use of office traffic

The overall result is the average of all attempts
to send a packet from one random node to another
in the opposite location with the appropriate initial-
ization.

The results shown in Table 2 can give a clear
view that in the range from 40 to 100 kb/s network
load, the proposed algorithm also has a number of
improvements, namely the reduction of message
processing delay in the node measured as the aver-
age statistical data testing.

Table 2. Time delay of processing in each node

Load kb/s | Modified (delay (s)) NF;@E;C(‘;?fd
20 0.0093 0.0081
40 0.00103 0.00119
50 0.0142 0.0157
70 0.0162 0.0171
100 0.0271 0.0276
120 0.0302 0.0294

This improvement allows us to see that:

e delay within the node decreased by 7—15 %,
depending on the topology of the graph vertex and
the interaction of the network agent with other
agents;

e as part of the network operation with the
number of nodes that will increase, this improvement
may increase network performance, in particular, its
bandwidth;

e the path time of the message, which depends
on the amount of passage and processing of the mes-
sage by all nodes-transmitters of the network, has
also improved (depending on the position of the
graph in space and edges).

Developed software architecture

Given the possible areas of application of this
algorithm, it is decided that the system architecture
should be built on a client-server model of the mod-
ular type. The modular architecture allows imple-
menting the principle of Dependency Injection,
which from the point of view of embedding the ar-
chitecture can in the development of compilation
programming languages with strict typing to provide
the resulting software flexibility and support for the
implementation of polymorphic hooks.

Client part - Web App. Resources are applica-
tion resources that describe buttons, tab names,
background names, text constants, extensions, inter-
nal images that cannot be permanently unloaded
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into the phone memory, used and initialized by type
scoped with dispose elements after the need for the
latter.

Middleware. Middleware is internal logic of the
application, combined with modules, extensions,
databases, internal states of the system (StateMa-
chine).

Redis is used as internal database of the appli-
cation, which is characterized by extremely high
performance in storing and processing data. Docu-
ment-oriented key storage system is a key-based,
open-source dictionary display that can be freely
picked up and implemented in the application itself.
It is used to optimize headers and as a new data
structure instead of a vector representation of stand-
ard data structures in the AODV algorithm, to
change the two-link list of vertex structures with a
full scan — search for it.

RabbitMQ is used as internal software compo-
nent focused on processing the message queue. Used
for packet numbering, queue processing, internal
coloring of the graph as part of the interaction-
transmission of the message.

Inner Queue is used as hashed table of message
data that stores the general collection of messages
that come to the node and are there until the packet
is sent.

Network Graph Map is used as generated map
of the network graph, vertices and edges with their
characteristics.

Network Part Map is used as partial map of the
network of adjacent vertices connected to the cur-
rent vertex, used to optimize intermediate table up-
dates.

Connection Manage control is a software ap-
plication module that is responsible for managing
connections to this node.

Balancing and route algorithm is implementa-
tion of the algorithm implemented in the applica-
tion.

Mobile OS API. Mobile OS API provides a mo-
bile application for working with embedded systems
and the ability to obtain data from them for optimal
system operation and a better understanding of the
state in which the system itself.

Services is created within the operation of the
Android operating system, data interfaces and com-
munication.

Sensors is a set of built-in APIs for working
with sensors of the device based on Android OS, the
set of the latter depends on the device itself.

Wireless is a set of drivers that allows control-
ling a wireless connection to other devices.

Input is a set of drivers that read all user interac-
tions with the system and the device and provide ac-
cess to the keyboard and read data from the monitor,
microphone, gyroscope, etc. Intertwined with sensors.

Hardware API. 1t is a set of calls for interaction
with the hardware of the system, to create additional
daemons inside the Linux machine.

This implementation contains the following
benefits and improvements.

o The system is not tied to a certain algo-
rithm, the algorithm through the Dependency In-
jection mechanism can be changed to another, the
implementation of a new algorithm is much easier.

e Detachment allows transferring and imple-
ment the algorithm itself, other than the mobile ap-
plication, to other systems.

e The data representation layer is a user inter-
face and is responsible for presenting data to the user
and receiving control commands and data.

e The application level implements the basic
logic of the application, which carries out the nec-
essary information processing.

o The data access layer provides data storage
and access.

The developed software application contains a
modified algorithm with the ability to interact with
the hardware API for Android and supports the ex-
change of information on MANET network.

Conclusions

This research presents the quality analysis of
traffic routing method in the middle of the network,
which is reduced to routing optimization based on
the Ad hoc On-Demand Distance Vector algorithm.
In this research four main indicators are considered:
the speed of establishing the path, the delay of the
message in one node, the occurrence of loops, the
amount of service traffic.

To test the proposed method a graph simulat-
ing a wireless peer-to-peer MANET network of
twelve graph vertices is modeled. Testing is per-
formed in more than a hundred iterations. At each
iteration vertices are randomly selected and data
transfer between each of the graph vertex is initiated.

Due to the use of the created software, the
analysis of quality indicators of continuous data
transmission and network routing is performed by
the proposed method. The proposed method shows
the best results by 5—10 % reduction of the delay
time inside the node and when processing the mes-
sage, while the amount of service traffic is reduced
by 15 %.
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J1.M. OnewyeHko, K.O. MosuaH, B.l. MNeTpycb

METOO MEPEOAYI OAHMX HA OCHOBI MYJIbTUMJIEKCYBAHHA TA BPAXYBAHHA 3MIHM BIOHOWEHHA BY3JIB
Y MEPEXXAX MANET

Mpobnemartuka. 3agaya nobynosu mepexi 3 6e3nepepBHUM PEXUMOM Nepeadi AaHWX Ans pyXOMUX By3niB 3BOAMTLCS 40 Noby-
noBv 6e3npoBOAOBOI Mepexi Ta NiATPMMaHHSA CTaHy BTpaTh MiHiManbHOI KinbKOCTi nakeTiB nig Yac 06miHy iHdpopmauieto. OfHieto 3 rono-
BHUX Npobnem ynpaeniHHA mepexamu MANET (Mobile Ad hoc Networks) € ix AuHamika Ta Te, Wwo MobinbHi NpUcTpoi 06MeXeHi y CBOiX
obuucnoBanbHUX MOXIUBOCTSX. IcHYe npobnema mappyTtusadii Tpadika BcepeaunHi mepexx MANET i BHyTpilHbOI iepapxii nepenasa-
yiB, 3any4yeHnx Ao cuctemu. [lo Toro X Ui Mepexi MatoTb NpobneMmn onTumisaLii NPoMyCKHOI CMPOMOXHOCTI Ta yNpaBmiHHA MOTYXHICTIO.
Bpak dikcoBaHoi Tononorii BBOAWTL HOBi HayKoBi NpoGnemu, 3okpema MepexeBy KOHirypauito, nowyk NpMcTpoiB i NiATPUMKN Takol
TOMONOrii, @ TaKoX creLjanbHy agpecaLilo Ta caMopyHyBaHHS Mepexi. Lis 3agava € aktyanbHO Ans nepegadi gaHux MK pyxomumm
NPUCTPOSIMM B YMOBaX PO3BiAyBarnbHMNX onepauii.

MeTta pocnipxeHHsA. [locnigutn 3MeHLIEeHHA 3aTPUMOK MakeTiB y By3nax nig yac AWHaMiYHOi MapLipyTusadii, SMEHLLEHHS CryX-
6oBoro Tpadika Ta nporpamMHy onTumisauito nepegadi gaHnx y mepexax MANET BigHOCHO HasiBHUX MeTogiB.

MeToguka peanisauii. [ns OOCSrHEHHs L€l METU BUKOPUCTOBYIOTLCSI METOAM KOMMIOTEPHONO MOAEMIOBAHHS, CTAaTUCTUYHI Ta
emnipuyHi MeToan. Ha ocHoOBI onTuMmi3aLii AMHami4HOi MapLupyTusadii 3 BukopuctaHHam Ad hoc On-Demand Distance Vector anroputmy
BVAINEHO YOTMPW OCHOBHI MOKa3HUKU: LUBMAKICTb BCTAHOBMEHHS LUNSXY, 3aTpUMKa MOBIAOMMEHHS B OAHOMY BY3Mi, BAHUKHEHHS 3aLMK-
neHb, obcsar cnyxboBoro Tpadika. [ns TeCTyBaHHA 3anpoNOHOBAHOIO METOAY MOAEMKETLCS rpad i3 ABaHAAUATM BEPLUUH, LLO iMITye
6e3nposoaoBy ogHopaHroBy mepexy MANET. TecTyBaHHs NpoBOAUTLCS B KiNbKOCTi MOHaZ CTO iTepaliii. 3a KOXHOI iTepauii BUnagkoBum
4YMHOM BUOMpaloTbCS BEPLUMHM rpadha Mepexi Ta MOAENoeTbCA nepefada AaHnX MidK KOXXKHOI BepLUMHOL rpada.

Pe3ynbTaTtu gocnigxeHHs. 3a BUKOPUCTAHHSA CTBOPEHOIO NPOrpaMHoro 3abesneyeHHs 6yno npoBeAeHo aHani3 NoKa3HUKIB AKOCTi
6e3nepepBHOI Nepefavi AaHUX i MapLUpyTM3aLii Mepexi 3anponoHoBaHNM MeToAoM. 3anponoHOBaHUA MeTo/ NoKasaB 3MEHLLEHHST 06-
cary cnyx6osoro Tpadika Ha 15 % i Ha 5—10 % Kpalyi pe3ynbTaTv 3MeHLLEHHS! Yacy 3aTPMMKU B Mexax By3rna Ta npu o6pobui nosigom-
NEeHHS.

BucHoBKkW. 3anponoHoBaHui MeTo Aae 3MOry 3MEHLUMTY Yac 3aTPMMKM B MeXax By3na, sSiIKUI 3MiHIOE CBOE MOSOXEHHS Npu 06-
po6ui NoBiAOMMNEHHS, a TakoX 3MeHLWnTM 06’em cnyxboBoro Tpadpika Npy nepefadi AaHux Mix Byanamu B mepexi MANET. [na pgocni-
[PKEHHS 3arnpornoHOBAHOr0 MeTOAY BUKOPUCTAHO KOMM IOTEPHE MOJENOBAHHS.

Knio4yoBi cnoBa: 6e3npoBogoBi Mepexi; AMHaMiuHa mapLipyTusauis; peer-to-peer; Ad-hoc mepexi; MANET; anroputm Ad hoc On-
Demand Distance Vector.

J1.M. OneuweHko, K.A. MoBuaH, B.W. MeTpycb

METOA NEPEAAYN OAHHBLIX HA OCHOBE MYJNbTUMTIEKCUPOBAHNA N YYETA U3MEHEHWA OTHOLWEHNA Y3NOB
B CETAX MANET

MpobnemaTtuka. 3agava NOCTPOEHMSA CETU C HENPEPBLIBHBIM PEXMMOM NepeaaYvun AaHHbIX AN NOABWKHBLIX Y3M0B CBOAUTCS K MO-
CTpoeHUo 6ecnpoBOAHOW CETU U NOAAEPKAHWUS COCTOSIHUS NOTEPU MUHUMANbHOMO KOMMYecTBa NakeToB Npu obMeHe MHdopmaLlmnen.
OpHow 13 rnaBHbix npobnem ynpaeneHusi cetamm MANET (Mobile Ad hoc Networks) aBnsieTca ux gMHaMmuka v To, YTO MOOMUIbHbIE
YCTPOWCTBA OrpaHUyeHbl B CBOMX BbIMUCIUTENBbHBIX BO3MOXHOCTSX. CyliecTByeT npobrnema maplupytusaumm Tpaduka BHYTpU ceTen
MANET 1 BHYTPeHHel nepapxmm nepeaTymkoB, BOBIEYEHHbIX B CUCTEMY. TakkKe 3TW ceT UMET Npobnembl onTUMM3aLumm NponyCckHOW



IHOOPMALLINHI TEXHOIOT 1T, CACTEMHWUA AHATII3 TA KEPYBAHHS 51

€nocobHOCTUN 1 ynpaBneHnst MowHoCTbio. OTCyTCTBUE (PUKCUPOBAHHOW TOMOMOMMN BBOAMT HOBbIE Hay4Hble NPObMeMmbl, Takue, kak ceTe-
Bas KOHUrypaums, nouck yCTponcTB 1 noaaepkka Takon TONomorMm, a Takke cneuvanbHas agpecauns n camopaspyLueHns cetu. Jta
3afava akTyarnbHa Ans nepefadun AaHHbIX MeXAy NOoABWXHBIMY YCTPOWCTBaMU B YCNOBUSAX pa3BeAbliBaTeNbHbIX Onepauui.

Llenb uccnepgoBaHus. ViccnenoBaTth YMeHbLUEHVE 3afepXeK NakeToB B y3nax npu AMHAMUYECKOW MapLupyTu3auuu, a Takke
yMeHbLUeHue cnyxebHoro Tpadgumka n NnporpaMMHyi0 onTUMM3aunto nepegaydm aaHHbix B cetax MANET OTHOCMTENbHO CyLLEeCTBYHOLUNX
MeTOOB.

MeToauka peanuzauuu. [ns JOCTUXEHUS STON LIENN UCMOSb3YTCSt METOAbI KOMMBIOTEPHOTO MOAENMPOBaHUS, CTaTUCTUYECKNE
1 aMnupuyeckue metoapl. Ha ocHoBe onTuMmM3aumnM AMHaAMUYECKon mapLipyTusauum ¢ ncnonsdosaHuem Ad hoc On-Demand Distance
Vector anroputma BblAENEHO YeTbipe OCHOBHbIX NMOKa3aTens: CKOPOCTb YCTAHOBIEHNS MyTH, 3aepKKa COOOLLIEHNS B OOHOM y3rne, BO3-
HWKHOBEHUWE 3aLMKIIEHHOCTM, 06beM cnyxebHoro Tpadwka. [Ina TecTupoBaHus NpeanoXeHHOro MeToaa MoaenupyeTcs rpad ns ABeHa-
OuaTtn BEPLUUH, UMUTUpPYIOLWMIA GecnpoBogHyto ogHopaHroByto ceTb MANET. TecTupoBaHue npoBoanTCs B kKonuyectse bonee cra ute-
pauuii. Mpy Kaxgon ntepauun criydanHsiM obpasomM BblIbMpaloTCs BepLUMHbI rpadha ceTr U MOAenupyeTcs nepepaya AaHHbIX Mexay
KaXgow BepLUMHON rpada.

Pe3ynbTathl uccnegoBaHus. bnarogapsi Cnonb3oBaHWD CO3aHHOrO NPorpaMMHOro oGecneyeHns NPoBEAEH aHanum3 nokasa-
Tenen Ka4yecTBa HenpepbiBHOM NepeAayYn AaHHbIX U MapLUpyTU3aunm ceTy NPeAsioXXeHHbIM MeToAoM. [peanoXeHHbIn MeTo nokasarn
yMeHbLUeHne obbema cnyxebHoro Tpaduka Ha 15 % u nyywmne Ha 5—10 % pe3ynbTaTbl yMEHbLUEHUS BPEMEHMN 3aePXKK/ B pamKkax y3na
1 npu obpaboTke coobLLeHUs.

BbiBoabl. [TpeanoXeHHbIN MeTOA NO3BONSAET YMEHbLUNTL BPEMS 3aA€PXKM B paMKax y3na, KOTOpbli MEHSET CBOE NOJIOXEHNE Npu
obpaboTke coobLueHus], a Takke YMeHbLUNTL 06beM cnyxebHoro Tpaduka npy nepedadve AaHHbIX Mexady y3namu B cetn MANET. [ns
1ccnenoBaHus NpPearoXkeHHOro MeToaa UCnorb30Barnoch KOMMbLIOTEPHOE MOAENPOBaHHUE. .

KnioyeBble cnoBa: 6ecnpoBofHble ceTu; AuHaMuyeckas MapLupyTusauusi; peer-to-peer; Ad-hoc cetn; MANET; anroputm Ad hoc
On-Demand Distance Vector.
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